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1 Overview 

1.1 Conventions 

Convention  Descriptions  Example  

Bold  Important information  Important: The encrypting 
key is independent from a 
backup account's password.  

 

Ita lic  Folder path or file path  C: \ Program Files \ AhsayOBM  

 

[]  Graphical Interface 

Elements  
 

[ Backup ]  

 

%%  File path in Windows format  % AhsayOBM _HOME%  
 

$ File path in Mac OS X format  $AhsayOBM _HOME 
 

Italic  Command  sudo ./uninstall.sh  

 

 

1.2 Definitions, acronyms and abbreviations 

Term/Abbreviation  Definition  

AhsayOBM  AhsayÊ Online Backup Manager 
 

AhsayOBS  AhsayÊ Offsite Backup Server 
 

AhsayOBM _HOME The install location of AhsayOBM :  
 

UWindows  
C: \ Program Files \ AhsayOBM  

 
UMac OS X  
/Applications/ AhsayOBM  

 

USERPROFILE The location where the operating system stores the 

user account information.  
 

UWindows XP/2003  
C: \ Documents and Settings  
 

UWindows Vista/2008/7  
C: \ Users  

 
UMac OS X  
~/. obm  
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1.3 System requirements 

Please refer to HFAQ: Ahsay Software Compatibility List (SCL) for version 6.3 or 

above (2323) H for the system requirements of AhsayOBM . 
 

1.4 Important notes 

I mages , workflow  or  descri ption  in this document may be different from your 
installation. If you  are uncertain about any of the instructions  provided , please 

contact your service provider  for advices.  
 

 

http://forum.ahsay.com/viewtopic.php?f=22&t=9795
http://forum.ahsay.com/viewtopic.php?f=22&t=9795
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2 Best practices and recommendations 

This chapter  describes the best practices  for your backup client application.  
 

2.1 Recommended hardware specification 

AhsayOBM  is recommended to be installed on a 64 bit machine, with multiple 
CPUs and cores, especially for environment setup with application specific 

backup modul e such as virtual machine, MS Exchange, or  bare  metal backup .  
 
When installing the backup cli ent application, please thoroughly evaluate the 

computer 's specification  before the installation to ensure it meets the minimum 
hardware requirements  and recommendations . 

 
For existing users, t he backup process may take up a higher amount of CPU 
and may sl ow down the client computer due to the multi - thread 

implementation  since version 6.  Please consider upgrading your existing client 
computer to cope with the higher specification demand.  

 
Please refer to HFAQ: Ahsay Software Compatibility List (SCL) for version 6.3 or 
above (2323) H for the system requirements of AhsayOBM.  

 

2.2 JVM (Java Virtual Machine) memory allocation 

For resource intensive backup modules such the following:  

 
· MS Exchange Server b ackup  

· MS VM backup  
· MS Windows System backup  

· ShadowProtect System backup  
· System State backup  
· VMware VM backup  

 
If you are experiencing performance issues with the backup application, a 

common cause is insufficient  JVM (Java Virtual Machine) memory allocat ed for 
the backup application . The default setting of the maximum heap size is 768 
MB. 

 
Consider increasing the JVM (Java Virtual Machine) memory allocation  to 

improve performance of the backup operation.  
 
Note:  

The maximum memory allocated should not  excee d 70%  of the total memory 
available for the system.  

 

http://forum.ahsay.com/viewtopic.php?f=22&t=9795
http://forum.ahsay.com/viewtopic.php?f=22&t=9795
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You can increase the maximum heap size of the application by referring to the 
instruction provided in HFAQ: How do I modify the Java heap s ize setting of 

AhsayOBM or AhsayACB? (2438) H.  
 

2.3 Storage size for user folder of your operating system 

Your  backup user profile folder ( .obm ) is stored under the operating system  
user  profile location ${ User Profile } .  

 
This folder is used for various purpos es, such as storage of your backup logs, 

user configuration files, temporary delta file and other files  of temporary 
nature .  
 

Ensure that sufficient disk space is present on  the partition which  contains the  
backup user profile . 

 

2.4 Temporary directory for AhsayOBM 

For database or application backup module s such as the following:  

 
· MS Exchange Server backup  

· MS Windows System backup  
· ShadowProtect System backup  
· System State backup  

 
Corresponding data  are  spooled to a temporary directory before they are 

compressed , encrypted and uploaded onto the backup server.  
 
I t is  highly recommend ed that the temp orary directory or volume used for 

these modules is  not a system volume (e.g. not the same partition which the 
operating system is installed on).  

 
I t is also  recommende d that the temporary directory or volume configured to 
have at least  storage space of 1 50% of the expected backup size.  

 
Regular checks on the temporary directory, for left over files due to previous 

unsuccessful backup are  also recommended.  
 
Note:  

Adminis trators need to pay attention to the maximum file size limitation of 
different file system format, so that data can be backed up to the Local Copy 

destination (for local copy backup), or database file can be spooled to the 
temporary directory (for off -site  / local database type backup).  

 

2.5 Encryption 

The encryption key is very important that it is recommended to write down, 

and make additional copies of the key.  

http://forum.ahsay.com/viewtopic.php?f=22&t=9803
http://forum.ahsay.com/viewtopic.php?f=22&t=9803
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Please s tore the key in safe location  so that it is readily available when needed 

to restore dat a.  
 

In some cases, encryption key is administrated by your service provider. 
Please consult your service provider for further details.  

 
For maximum security, please select an encryption key with more than 8 
characters, containing at least two of the follow ing three character groups:  

 
Í     English uppercase characters (A through Z)  

Í     English lowercase characters (a through z)  
Í     Numerals (0 through 9)  

 

If you lose the encryption key, the data is irretrievable.  
 

2.6 Backup schedule 

In general, it is recommende d that a daily backup be performed for a server or 
desktop. For mission critical server, a backup schedule should be configured  

according to the requirement of your recovery plan.  
 

For computer with multiple backup sets configured, please configure their 
schedule to different time period to evenly balance the load s of the backup 
operation on the computer.  

  

2.7 Differential and incremental In-file delta backup 

Consider your restore requirements before setting up your In - file delta settings:  

 
A full backup back s up all files in full, providing the fastest restore time  as the 

restore would only require one set of data . But it is the most time -consuming, 
storage space - intensive and the least flexible  of all  three types . 

 

A differential In - file delta backup backs u p only modified parts of a file since 
the last full back. Differential In - file delta backup  is quicker than full backup  

because less data are  being backed up , b ut the amount of data being backed 
up grows with each differential In - file delta backup until th e next full backup is 
performed.  

 
An i ncremental In - file delta backup also backs up modified parts  of a file . The 

difference is it  only back s up the changes that  occurred since the last backup, 
be it full, differential or incremental backup. The result is  a smaller  and faster 

backup.  
 
While incremental backups give much greater flexibility , data backed up by 

long chain of incremental In - file delta backup will  take  a lot  longer to restore , 
and is prone to  data lost (e.g. broken delta chain) . 
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The following  table summarizes the benefits and drawbacks of the 3 backup 
types:  

 

Type  Benefits  Drawbacks  

Full  Restoration is the fastest  
of all three types . 

Backup process is the 
slowest  of all three types . 

 
High est  storage 

requirement.  
 

Differential  Backup speed is  faster 
than full backup.  
 

Restoration is faster than 
data backup with  

incremental In - file delta . 
 
Less storage space is 

need than a full backup.  
 

Restoration is slower than 
data backup with  full 
backup.  

 
Backup process is slower 

than incremental In - file 
delta backup.  

Incremental  Backup process is fastest 
of all three types.  

 
Least storage space is 
required.  

 

Restoration is the slowest 
of all three types.  

 
Prone to data lost.  
 

 

Assuming that a daily backup job is performed , the following In - file delta 
set ting is recommended  for your backup operation :   

 

Weekday  Backup Type  

Day 1  Full  

Day 2  Incremental  

Day 3  Incremental  

Day 4  Incremental  

Day 5  Differential  

Day 6  Incremental  

Day 7  Incremental  

 

2.8 Difference between Local Copy and Seed Load 

The Local Copy  and Seed Load features are very similar in terms of what they 
do.  
 

While the Local Copy feature is designed for user who wants to an extra copy 
of the backup data locally, at the client si te, the Seed Load feature is designed 

for initial backup of large data (e.g. initial backup of large MS Exchange 
database) .  
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A Seed Load backup is performed onto  a removable storage device to be 
imported on the backup server physically, bypassing the bottleneck of Internet 

backup.  
 

The major differences between Local C opy and Seed Load are:  
 

Feature  Local Copy  Seed Load  

Retention Policy  Retention policy can be 

applied on local copy 
backup.  
 

No retention policy is 

applied on seed load 
backup.  
 

In - file Delta  Advance In - file Delta 
type setting can be 

applied on local cop y 
backup.  

 

No In - file Delta type setting 
is applied on seed load 

backup.  

Backup Schedule  Local copy backup can be 

performed manually or 
by schedule.  
 

Seed load backup can only 

be performed manually.  

 
For performance consideration, it is highly recommende d that the local copy 

backup be performed on a local hard disk , and not  to a network location.  
 

2.9 Recommended backup exclusions 

Backing up system, system cache, redundant or non -essential files, such as 
Windows page file can  cause  unnecessarily high data cha nge rates and 

excessive use of network bandwidth, affecting backup operations  negatively . 
 

Consider excluding the following files when configuring your backup source 
location.  

 

Operating system  Directory path  

Windows  C: \ hiberfil.sys  
C: \ Pagefile.sys  
C: \ Program Files \ *  

C: \ RECYCLER 
C: \ System Volume Information  

C: \ Windows \ *  
${App_Data} \ Avg7  
${App_Data} \ Avg8  

${App_Data} \ Kaspersky Lab  
${App_Data} \ McAfee  

${App_Data} \ McAfee.com  
${App_Data} \ Microsoft  
${App_Data} \ Sophos  

${App_Data} \ Symantec  
* \ *.tmp  

* \ Application Dat a\ Macromedia \ *  
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* \ Application Data \ Mozilla \ *  

* \ Local Settings \ Application Data \ Microsoft \ *  
* \ ntuser.dat  
 

Linux  /dev  
/lost+found  

/proc  
/sys  

/tmp  
/var/empty     
/var/lock  

/var/run  
/var/spool  

/var/tmp  
 

 

2.10 Disable SELinux (Security-Enhanced Linux) 

For backup cl ient installation on Linux, it is recommended to disable the 

SELinux (Security -Enhanced Linux) feature to avoid error during your backup 
operation.  

 

2.11 Single backup user account for multiple computers 

For backup of multiple computers with a single  account , s eparate backup set 

for each computer must be created, because  backup set cannot be shared  for 
multiple computers .  

 
For administrative concern s and considerations  (e.g. data lost due to incorrect 
configuration ), it is not recommended that a backup user acc ount to have more 

than 10 backup sets for backup of multiple computers.  
 

Incorrect configuration can lead to data lost.  
 

2.12 Power options - plan settings consideration 

Windows' s power options are configured to put a computer to low power mode 
(sleep or hibern at e mode ) automatically after a user specified time of inactivity 

(no usage of mouse or keyboard).  
 
· If a computer is in low power mode when a scheduled backup should 

execute, AhsayOBM will not start up the computer to execute the backup.  
 

When the compute r moves out of the low power state, AhsayOBM will not 
execute the missed backup job. This can lead to missed backup.  

 

· If a backup job is running when the computer enters low power state, 
AhsayOBM cannot prevent the computer from going into hibernation.  
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To prevent the  above events , consider disabling or changing the client 

machine 's power options to allow scheduled backup to be triggered, and to 
allow the  backup job to be completed.  

 

2.13 Consideration when using Continuous Data 
Protection (CDP) 

Some advantages  of using CDP include:  

· CDP prevents loss of data as the modified contents of the files are backed 

up automatically in close to real - time.  

· Frequently modified data is backed up in almost real - time. Thus, you can 
accurately restore an earlier version created on the same day.  

Although CDP can be a  helpful feature, the protection offered  by CDP is often 
heralded without consideration of the disadvantages that it can present.  

 
Specifically, the continuous CPU, memory and bandwidth usage can adversely 
affect the corresponding machineôs performance . 

 
Please consider the limitations imposed by CDP before utilizing such feature.  

 
CDP is not a replacement  for traditional schedule backup , but is a 
complimentary backup, which works along with the scheduled backup to 

pro vide timely protection for your data.  
 

2.14 Size of your backup source 

The total number of files selected as backup source and the relative size of 
each file impacts backup performance. Fastest backups occur when the source 

contains fewer large size files , whil e s lowest backups occur when the source 
contains million s of small files.  

 
For backup set  with huge  amount  of files , please consider splitting  the set into 
multiple sets with smaller source  to improve  the speed of the backup operation.  

 

2.15 Recovery plan and routine recovery test 

Consider performing routine recovery test to ensure your backup is setup and 
performed properly. Performing recovery test can also help identify potential 
issues or gaps in your recovery plan.  

 
For best result, it is recommended that y ou keep the test as close as possible 

to a real situation. Often times when a recovery test is to take place, 
administrators will plan for the test (e.g. reconfigure the test environments, 
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restoring certain data in advance). For real recovery situation, administrator  
will not get a chance to do that.  

 
It's important that user  does not try to make the test easier, as the objective 

of a successful test is not to demonstrate that everything is flawless. There 
might be flaws identified in the plan throughout th e test and it is important to 

identify those flaws.  
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3 Installing AhsayOBM 

This chapter  describes how to install the backup client application.  
 

3.1 Installing AhsayOBM on Windows platforms 

There are three installation methods available:  

· Installation wizard  

 
· Comm and line  
· Command line  (Silent installation )  

 
 

Note: For VMware Fusion virtual machine installation on Windows platform, if 
the mirrored desktop option is enabled. AhsayOBM cannot be started after its 
installation. For more information, please refer to ISSUE: Cannot start 

AhsayOBM / AhsayACB on Windows guest VM on VMware Fusion server with 
mirrored desktop folder (2925)  for reference.  

 
 

3.1.1 Installing AhsayOBM (Installation wizard) 

1.  Download the AhsayOBM  installer ( obm -win.exe) from the AhsayOBS  web 
interface.  

http://forum.ahsay.com/viewtopic.php?f=35&t=9979
http://forum.ahsay.com/viewtopic.php?f=35&t=9979
http://forum.ahsay.com/viewtopic.php?f=35&t=9979
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2.  Follow the instructions provided by Installation Wizard to complete the 
installation.  

3.  When completed, a system tray icon for AhsayOBM  will be installed, and 

AhsayOBM  will be launched automatically.  

 

3.1.2 Installing AhsayOBM (Command line)  

This method is especially useful for installation on Windows Server 2008  Core . 

1.  Download the Ah sayOBM installer from AhsayOBS . 

 

>wget http://obm - download - link/obm - win.exe  

 

2.  Execute the  installation  file with  the appropriate switches :  

 

>obm- win.exe  /LANG=en /TASKS="Everyone"  

 

 
Syntax:  
obm- win.exe [ {/LANG= xx }] [{/TASK=" option "}]  

 

Parameter  Descriptio n  
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/LANG=xx  

 
Install the backup application in the language 

Selected.  
 

/TASK="option"  

 
Install the backup application available to all users 
or one user only (e.g. me only).  
 

 

Value  Description  
xx  Abbreviations of the language to install the backup 

appl ication in (e.g. en, it, fr).  
 

option  Everyone or MeOnly.  
 

3.  Press Enter.  

 

3.1.3 Installing AhsayOBM (Command line - Silent installation) 

1.  Open a Windows command prompt (with an administrative user account 

on the machine).  

2.  Download the AhsayOBM  installer from the  AhsayOBS . 

 

>wget http://obm - download - link/obm - win.exe  

 

3.  Execute the  installation file with the appropriate switches :  

 

>obm- win.exe /VERYSILENT /LANG=en /TASKS="Everyone"  

 

 

Syntax:  
obm- win.exe [ {/SILENT | /VERYSILENT}] [{/LANG= xx }] 

[{/TASK=" option "}]  

 

Par ameter  Description  
/SILENT  Install the backup application showing the 

installation process.  

 
/VERYSILENT  Install the backup application hiding the installation 

process.  
 

/LANG=xx  

 
Install the backup application in the language 
Selected.  
 

/TASK="option"  

 
Install the backup application available to all users 
or one user only (e.g. me only).  
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Value  Description  
xx  Abbreviations of the language to install the backup 

application in (e.g. en, it, fr).  

 
option  Everyone or MeOnly.  

 

4.  Press Enter.  

 

3.1.4 Configuring AhsayOBM 

1.  Launch the AhsayOBM  user interface by double  clicking on the desktop 

icon.  

2.  Enter the backup server hostname in the [Backup Server] field.  

3.  Optional  -  For machine that requires Internet connection through proxy, 

select the [Use proxy to access the backup server] option, and fill in the 
settings within the [Proxy setting] section . 

4.  Press the [Next] button afterward.  

5.  Optional  -  If you do not have a backup user account, you can register for 

a trial user account with the following steps:  

Í Enter the [Login  Name] and [Password] of your choice.  

Í Enter your [Email] address in the textbox provided.  

Í Press the [Submit] button.  

6.  If you already have a backup user account, select [Already a user?] and 

logon to the server with your existing login credentials.  

7.  For first  time login, you will be guided to create a backup set:  

Í Select the [Backup Source] for the backup set.  

Í Configure a backup schedule for unattended backups.  

Í For backup set with backup schedule and network shared drive 

selected as backup source, the [ User Aut hentication for Windows ] 
is a Umandatory field U.  

Í Select an encryption setting for your backup set.  

Í Accept the default encryption settings (using the backup user 
accountôs password string as encrypting key) if no change are 

necessary.  
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Important :  
Even wit h the default encryption setting selected, the encryption 

key is independent from a backup account's password.  
 

Encryption settings are set at a backup setôs creation time, even 
if the password is changed afterward, the encryption key remain 

the same.  
 
It  is Uvery important U that the encryption key is written down, 

and additional copies of the key are made, and stored in safe 
places so that it is readily available when needed to restore data.  

 
If the encryption key  is lost , the data is irretrievable.  

Í Press the [OK] button to complete the configuration of backup set.  

Í Scheduled backup will run automatically at the configured 
schedule time . 

8.  Click [Backup] button on the left panel to perform a backup immediately . 

9.  Setup is now completed.  
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3.2 Installing AhsayOBM on Mac OS X platforms 

Please note that the steps below assume that the Mac OSX installation is 

already using J RE. If this is not installed on the system, you will be prompted  
by the Mac OSX  to install the Java SE 6 runtime.  

 

1.  Download the AhsayOBM  installer  from the website . 

 

2.  Expand the archive and execute the AhsayOBM  package . 

3.  Follow the instructions provided by Installation Wizard to compl ete the 
installation . 

4.  Launch the AhsayOBM  user interface by double -clicking on the desktop 

icon.  

5.  Enter the backup server hostname in the [Backup Server] field.  

6.  Optional  -  For machine that requires Internet connection through proxy, 
select the [Use proxy to  access the backup server] option, and fill in the 
settings within the [Proxy setting] section   

7.  Press [Next] afterward.   

8.  Optional  -  If you do not have an backup user  account, you can register for 

a trial user account with the following steps:   

Í Enter the [L ogin Name] and [Password] of your choice.  
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Note:  
Minimum length of the password is 6 characters . 

Í Enter your [Email] address in the textbox provided.  

Í Press the [Submit] button.  

9.  If you have a backup user  account already, select [Already a user?] and 
logon to  the server with your existing login credentials . 

10.  For first time login, you will b e guided to create a backup set:  

Í Enter a backup set name and select the backup module type.  

Í Assuming that is a file backup set;  select the [Backup Source] 

for the backup set . 

Í Configure a backup schedule for unattended backups.  

Í Select an encryption setting for your backup set.  

Í Accept the default encryption settings (using the backup user 
accountôs password string as encrypting key) if no change is 

necessary.  

Important :  

Even with the default encryption setting selected, the encryption 
key is independent from a backup account's password.  
 

Encryption settings are set at a backup setôs creation time, even 
if the password is changed afterward, the encryption key remain 

the same.  
 
It is Uvery important U that the encryption key is written down, 

and additional copies of the key are made, and stored in safe 
places so that it is readily available when needed to restore data.  

 
If the encryption key  is lost , the data is irretrievable.  

Í Press the [OK] button to complete the configuration of backup 

set.  

Í Scheduled backup will run automatically at the configured 

schedule time . 

11.  Click [Backup] button on the left panel to perform a backup immediately . 

12.  Setup is now completed.  

 

*For further detail s of each step, please refer to the following chapters.  
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3.3 Installing AhsayOBM on Linux / FreeBSD / OpenBSD / 
Solaris 

3.3.1 Installing AhsayOBM on Linux 

1.  Download the AhsayOBM  tarball release from the AhsayOBS  web console.  

 

2.  Logon as root user in the Linux machine.  

3.  Create a new $ AhsayOBM _HOME directory (e.g. /usr/local/ obm  ):  

 

# mkdir ïp /usr/local/ obm 

 

4.  Unpack the install package  to $AhsayOBM _HOME:  

 

# cd /usr/local/ obm 

# gunzip obm- nix.tar.gz  

# tar ïxf obm- nix.tar  
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5.  For custom JRE  -  Install JRE v1.6 or above , and make note of the JRE 
installation path (e.g. /usr/java) .  

Note:  
Custom JRE is only required for client machine not running on x86 or x64.  

Í Create  a symbolic link for JRE:  

 

# ln  ïsf /usr/java /usr/loca l / obm/jvm  

 

Í Set the $JAVA_HOME env ironment variable:  

 

# export JAVA_HOME= /usr/java  

 

6.  Install AhsayOBM  and its related services by using the following 
commands :  

 

# cd /usr/local/ obm 

# ./bin/install.sh  > install.log  

 

Details of the installation can be found under the install.log file . 

 

3.3.2 Installing AhsayOBM on Solaris 

1.  Download the AhsayOBM  tarball release from the AhsayOBS  web console.  
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2.  Logon as root user in the Solaris machine.  

3.  Install the SUNWgtar  package from the Solaris Installation Media which 
contain the GNU tar util.  

4.  Create a new $ AhsayOBM _HOME directory (e.g. /usr/local/ obm ):  

 

# mkdir ïp /usr/local/ obm 

 

5.  Unpack the install package to $ AhsayOBM _HOME:  

 

# cd /usr/local/ obm 

# gtar ïzxf obm- nix.tar.gz  

 

6.  Remove the bundled Java JRE:  

 

# rm ïrf /usr/local/ obm/jre32  

# rm ïrf /usr/local/ obm/jre64  

 

7.  Install JRE v1.6 or above, and make note of the  JRE installation path (e.g. 
/usr/java).   

8.  Create a symbolic link for JRE:  
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# ln ïs /usr/java /usr/local/ obm/jvm  

 

9.  Set the $JAVA_HOME environment variable:  

 

# JAVA_HOME=/usr/java; export JAVA_HOME  

 

10.  Install AhsayOBM  and its related services by using the follow ing 
commands:  

 

# cd /usr/local/ obm 

# ./bin/install.sh > install.log  

 

Details of the installation can be found under the install.log file.  
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3.3.3 Installing AhsayOBM on FreeBSD 

Please note that the steps below assume that the FreeBSD installation is 
already us ing OpenJDK version 6. If this is not installed on the system, 
OpenJDK version 6 can be downloaded from:  

For FreeBSD 7 (amd64):  
HUftp://ftp.freebsd.org/pub/ FreeBSD/ports/amd64/packages -7-

stable/Latest/openjdk6.tbz U 

For FreeBSD 7 (i386):  
HUftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages -7-

stable/Latest/ope njdk6.tbz U 

For FreeBSD 8 (amd64):  

HUftp://ftp.freebsd.org/pub/FreeBSD/ports/amd64/packages -8-
stable/Latest/openjdk6.tbz U 

For FreeBSD 8 (i386):  

HUftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages -8-
stable/Latest/openjdk6.tbz U 

For more reference, please refer to the following link:  
HUhttp://www.freebsdfoundation.org/downloads/java.shtml U 

 

1.  Download the AhsayOBM  tarball release from the AhsayOBS  web console.  

 

ftp://ftp.freebsd.org/pub/FreeBSD/ports/amd64/packages-7-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/amd64/packages-7-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages-7-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages-7-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/amd64/packages-8-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/amd64/packages-8-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages-8-stable/Latest/openjdk6.tbz
ftp://ftp.freebsd.org/pub/FreeBSD/ports/i386/packages-8-stable/Latest/openjdk6.tbz
http://www.freebsdfoundation.org/downloads/java.shtml
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2.  Logon as root user in the FreeBSD machine.  

3.  Create a new $ AhsayOBM _Home directory (e.g. /usr/local/ obm ):  

 

# mkdir ïp /usr/local/ obm 

 

4.  Unpack the install package to $AhsayOBM _Home:  

 

# cd /usr/local/ obm 

# gunzip obm- nix.ta r.gz  

# tar ïxf obm- nix.tar  

5.  Remove the bundled Java JRE:  

 

# rm ïrf /usr/local/ obm/jre32  

# rm ïrf /usr/local/ obm/jre64  

 

6.  Create a symbolic link for JRE:  

 

# ln ïsf " /usr/local/diablo - jre1.6.0"  " /usr/loca l / obm/jvm "  

 

If you are using csh shell, you need to type rehash  and hit [Enter] for  the 

symbolic link  to  take effect.  

For other shell, please use the following  command :  

 

# setenv JAVA_HOME "/usr/local/diablo - jre1.6.0 "  

 

7.  Install AhsayOBM  and its related services by using the following 
commands :  

 

# cd /u sr/local/ obm 

# ./bin/i nstall.sh > install.log  

 

Details of the installation can be found under the install.log file in 

$AhsayOBM _HOME/bin . 

8.  Enable the backup scheduler and auto upgrade services at machine 

startup by adding the following entries in the system file /etc /rc.conf :  
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obmaua_enable="YES"  

obmscheduler_enable="YES"  

 

Run the following scripts:  

 

# /usr/local/etc/rc.d/ obmscheduler start &  

# /usr/local/etc/rc.d/ obmaua start &  

 

 

 

3.3.4 Installing AhsayOBM on OpenBSD 

Please note that the steps below assume that the OpenBSD  installation is 

already using JRE. If this is not installed on the system, please follow the below 
command to install JRE on your OpenBSD,  
 

For OpenBSD 4.7 (i386):  
pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/4.7/packages/i386/jre -

1.7.0.00b72p0.tgz  
 
For Ope nBSD 4.8 (i386):  

pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/4.8/packages/i386/jre -
1.7.0.00b72p1.tgz  

For OpenBSD 4.8 (amd64):  
pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/4.8/packages/amd64/jre -
1.7.0.00b72p1.tgz  

 
For OpenBSD 4.9 (i386):  

pkg_add ftp://ftp.openbs d.org/pub/OpenBSD/4.9/packages/i386/jre -
1.7.0.00beta122p0v0.tgz  
For OpenBSD 4.9 (amd64):  

pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/4.9/packages/amd64/jre -
1.7.0.00beta122p0v0.tgz  

 
For OpenBSD 5.0 (i386):  
pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/5.0/package s/i386/jre -

1.7.0.00beta122p1v0.tgz  
For OpenBSD 5.0 (amd64):  

pkg_add ftp://ftp.openbsd.org/pub/OpenBSD/5.0/packages/amd64/jre -
1.7.0.00beta122p1v0.tgz  

 

1.  Download the AhsayOBM tarball release from the AhsayOBS web console.  
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2. Logon as root user in the OpenBSD machine.  

3. Create a new $AhsayOBM_Home directory (e.g. /usr/local/obm):  

 

# mkdir ïp /usr/local/ obm 

 

4. Unpack the install package to $AhsayOBM_Home:  

 

# cd /usr/local/ obm 

# gunzip obm- nix.tar.gz  

# tar ïxf obm- nix.tar  
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5.  Remove the bundled Java JRE:  

 

# rm ïrf /usr/local/ obm/jre32  

# rm ïrf /usr/local/ obm/jre64  

 

6,  Create a symbolic link for JRE:  

 

# ln ïsf " /usr/local/ jre - 1.7.0 "  "/usr/ local/obm/jvm"  

 

7.  If you are using csh shell, you need to type rehash  and hit [Enter] for  the 
symbolic link  to  take effect.  

8.  For other shell, please use the following command:  

 

# setenv JAVA_HOME "/usr/local/ jre - 1.7.0 "  

 

9.  Install AhsayOBM and its relate d services by using the following 
commands:  

 

# cd /usr/local/ obm 

# ./bin/install.sh > install.log  

 

Details of the installation can be found under the install.log file in 
$AhsayOBM_HOME/bin.  

10 . Enable the backup scheduler and auto upgrade services at machi ne 

startup  
 

For OpenBSD 4.9 or lower:  
Enable the backup scheduler and autoupgrade services at machine startup 

by adding these entries in the system file /etc/rc.local:  
 

 

if [ - x /etc/obmaua ] ; then  

/etc/obmaua start  

fi  

 

if [ - x /etc/obmscheduler ] ; then  

/etc/obmscheduler start  

fi  
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Run the following scripts.  
 

 

/etc/obmscheduler start &  

/etc/obmaua start &  

 

 

For OpenBSD 5.0 or higher:  
Enable the backup scheduler and autoupgrade services at machine startup 
by adding this entry in the system file /etc/rc.con f.local:  

 

 

pkg_scripts="obmaua obmscheduler"  

 

 
or append to the existing entry, e.g. pkg_scripts="xxx yyy obmaua 

obmscheduler"  
 
Run the following scripts.  

 

 

/etc/rc.d/obmscheduler start &  

/etc/rc.d/obmaua start &  

 

 
The backup scheduler and autoupgrade serv ices are automatically 
installed. Backup sets can now run at their scheduled times automatically.  

 
 

3.4 Configure AhsayOBM via X-Windows 

1.  Set the DISPLAY environment variables . 

sh, bash:  

 

DISPLAY=IP_ADDRESS_OF_XTERMINAL[:0.0]; export DISPLAY  

 

For example:  

 

DISPLAY=:0.0; export DISPLAY  

or DISPLAY=127.0.0.1; export DISPLAY  

or DISPLAY=127.0.0.1:0.0; export DISPLAY  
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or DISPLAY=192.168.0.2; export DISPLAY  

or DISPLAY=192.168.0.2:0.0; export DISPLAY  

 

csh:  

 

# setenv DISPLAY IP_ADDRESS_OF_XTERMINAL[:0.0]  

 

For example:  

 

setenv DISPLAY :0.0  

or setenv DISPLAY 127.0.0.1  

or setenv DISPLAY 127.0.0.1:0.0  

or setenv DISPLAY 192.168.0.2  

or setenv DISPLAY 192.168.0.2:0.0  

 

2.  Launch the AhsayOBM  user interface . 

 

# sh /usr/local/ obm/bin/RunOBC.sh &  

 

3.  Enter the backup server hostn ame in the [Backup Server] field . 

4.  Optional  -  For machine that requires Internet connection through proxy, 

select the [Use proxy to access the backup server] option, and fill in the 
[Proxy setting] section . 

5.  Press [Next] afterward . 

6.  Optional -  If you  do not have an backup user  account, you can register for 
a trial user account with the following steps:  

· Enter the [Login Name] and [Password] of your choice.  

Note:  

Minimum length of the password is 6 characters . 

· Enter your [Email] address in the textbox provided.  
· Press the [Submit] button.  

7.  If you have a backup user  account already, select [Already a user?] and 
logon to the server with your existing login credentials . 

8.  For first time login, you will b e guided to create a backup set:  

· Select the [Backup  Source] for the backup set.  
· Configure a backup schedule for unattended backups.  



 

 Ahsay Online Backup Manager 
Userôs Guide 

 

Ahsay Systems Corporation Limited 29 
 

 

· Select an encryption setting for your backup set.  
· Accept the default encryption settings (using the backup user 

accountôs password string as encrypting key) if no change is 
necessary.  

 
Important:  

Even with the default encryption setting selected, the encryption 
key is independent from a backup account's password.  
 

Encryption settings are set at a backup setôs creation time, even if 
the password is changed afterward, the encr yption key remain the 

same.  
 
It is very  important  that the encryption key is written down, and 

additional copies of the key are made, and stored in safe places so 
that it is readily available when needed to restore data.  

 
If the encryption key  is lost , th e data is irretrievable.  
· Press the [OK] button to complete the configuration of backup set.  

· Scheduled backup will run automatically at the configured schedule 
time . 

9.  Click [Backup] button on the left panel to perform a backup immediately . 

10.  Setup is now comp leted.  

 

*For further details of each step, please refer to the following chapters . 



 

 Ahsay Online Backup Manager 
Userôs Guide 

 

Ahsay Systems Corporation Limited 30 
 

 

3.5 Command line mode 

1.  Backup set cannot be created in command line mode.  

Before accessing the backup application in command line mode, p lease 
use the web interface to create t he initial backup set :  

· Login to the web interface.  
· To Ucreate U the initial backup set:  

- Select the [Backup Set] tab, and [Add].  

- Select the corresponding backup type, and [Update].  

- Configure the backup set by entering the corresponding  

information in the ava ilable  field s, such as b ackup set name, 
source, and  schedule.  

- Click [Update] when complete.  

· To modify  an exist ing backup set . 

- Select the [Backup Set] tab, and the corresponding set from the 

[Backup Set] drop down menu.  

- Modify the backup set setting as requ ired.  

- Click [Update] when complete.  

· To remove an e xisting backup set:  

- Select the [Backup Set] tab, and the corresponding set from the 

[Backup Set] drop down menu.  

- Click [Remove]  

2.  Access the backup application in command line mode with the Backup 
Configurato r:  

 

# sh /usr/local/ obm/bin/Configurator.sh  

 

3.  Enter the login credentials , backup server URL, connection protocol, and 
proxy setting s as requested:  

 

Login Name: Username  

Password : * ****************************  

Backup Server URL: backup.server .com  

Which Prot ocol? (1)Http (2) Https: 1  

Use proxy? (Y)es or (N)o: Y  

Proxy Type? (1)Http/Https Proxy (2) SOCKS: 1  
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Enter proxy server: proxy . server .com  

Enter proxy port: 123  

Enter proxy username (optional): username  

Enter proxy password ( optional): ********************  

 

4.  Configure the encryption setting and schedule setting (e.g. if the backup 

set should run on this computer) of the initial or a newly created backup 
set as requests:  

 

Found new backup set ôBackupSetNameô 

Please enter the following values for this backup set :  

 

Encrypting Algorithm ? 

(1) Twofish (2) AES (3) Triple DES (4) No Encryption: 1  

Encrypting Key: *****************  

Re- Enter Encrypting Key:  ******************  

Encrypting Mode? (1)ECB (2) CBC: 1  

Run scheduled backup on this computer? (Y)es or (N)o: Y  

 

5.  The B ackup Configurator can also be used to modify configuration settings 
of existing backup set:  

 

Main Menu:  

----------  

(1). List Backup Setting  

(2). Change Password  

(3). Change Network Setting  

(4). Change run scheduled backup setting  

(5). Toggle Masked Field (Password, Encryption Key)  

(6). Generate Configuration Report (text format)  

(7). Quit  

 

Your Choice:  

 

6.  To perform a backup immediately, execute  the command below.  

 

# sh /usr/local/ obm/bin/RunBackupSet.sh [ BackupSetName ]  

 

7.  Setup is now completed.  

 

*For further  details of each step, please refer to the following chapters.  
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4 Uninstalling AhsayOBM 

This chapter  describes how to uninstall the backup client application.  
 

4.1 Uninstalling AhsayOBM on Windows platforms 

There are two un - installation methods available:  
 

· Add or  Remove Programs (Control Panel)  
· Command line  
 

4.1.1 Uninstalling AhsayOBM (Control Panel) 

1.  Open Start menu, select [Control Panel] .  

· Select [Add or Remove Programs] for Windows XP / 2003  

 

 

· Select [Programs and Features] for Windows Vista or above  
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2.  Select [Ahsay Online Backup Manager] from the list and press the 
[Remove] or [Uninstall] button.  

 

4.1.2 Uninstalling AhsayOBM (Command line) 

1.  Open a Windows command prompt (with an administrative user account 

on the machine).  

2.  Uninstall AhsayOBM by running the following command:  

 

>cd C: \ Program Files \ AhsayOBM 

>unins000.exe  

 

 

4.2 Uninstalling AhsayOBM on Mac OS X platforms 

1.  Uninstall AhsayOBM by running the following command in terminal:  

 

>cd $ AhsayOBM_HOME/bin  

>sudo ./uninstall.sh  

 

2.  Remove all backup setting files by running the following com mand in 

terminal:  
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>rm - rf ~/. obm 

 

 

4.3 Uninstalling AhsayOBM for Linux / FreeBSD / OpenBSD / 
Solaris 

1.  Uninstall the backup application by running the uninstall scripts :  

 

# sh /usr/local/ obm/bin/uninstall.sh  

 

2.  Remove all installation files by running the followi ng command:  

 

# rm ïrf /usr/local/ obm 

 

3.  Remove all backup setting files by running the following command:  

 

# rm ïrf ~/. obm 
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5 Getting started with AhsayOBM 

This chapter  describes the various features available in the backup client 
application.  

5.1 System tray launcher (Windows only) 

After a successful installation of AhsayOBM , a system tray icon will be installed, 
and displayed under the Windows system tray area.  

 

 
 

 
Right clicking on the AhsayOBM system tray icon will display a menu, providing 

the following functions :  
 

Menu Item  Description  

Open  Click to open the logon dialog.  

 

Backup  Click to perform backup for a specific backup set in 

silen t background mode.  
 

Backup and Logoff  Click to perform backup for a specific backup set in 
silent background mode and logoff from Windows 
when the job is completed.  

 

Backup and Restart  Click to perform backup for a specific backup set in 

silent backgroun d mode and restart Windows 
when the job is completed.  

 

Backup and Shutdown  Click to perform backup for a specific backup set in 

silent background mode and shutdown Windows 
when the job is completed.  
 

Backup and Standby  Click to perform backup for a speci fic backup set in 
silent background mode and enter the Standby 

mode of Windows when the job is completed.  
 

Backup and Hibernate  Click to perform backup for a specific backup set in 
silent background mode and enter the Hibernate 
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mode of Windows when the jo b is completed  

 

Help  Open the help dialog.  

 

Stop running backup  Click to stop a running backup job chosen from the 

sub -menu.  
 

Exit  Click to closes this system tray launcher 
application.  
 

*The availability of options  listed above may be service provider  dependent. If a feature is not available, 
please check with your service provider for further details and availability.  

 

5.2 Logon dialog 

For backup client computer on Windows , double -click on the AhsayOBM 
desktop icon or right - click on the system tray icon:  

 
For backup client computer on Linux , enter the following command to start the 
AhsayOBM graphical user interface:  

 
 

# sh /usr/local/ obm/bin/RunOBC.sh &  

 

 
For initial login, the trial registration dialog will be displayed.  
 

 
 
 

Menu Item  Description  

Language  Drop down menu for selecting language to start the 
backup application.  
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Backup Server  Input box for entering hostname or IP address of the 

backup server.  
 

http / https  
 

Drop down menu for selecting http or https protocol 
when connecting to the backup server.  
 

Proxy Setting  Input area for entering proxy setting such as address, 
port, proxy username and password.  

 

Login Name  Input box fo r entering trial backup user login name.  

 

Password  Input box for entering trial backup user password.  

 

Contact  

 

Input box for entering trail backup user email contact.  

 

Submit  Click to create the trial backup user account.  

 

Already a user?  Click to acc ess the login dialog, for user with backup 

user account already.  
 

*The availability of options  listed above may be service provider dependent. If a feature is not available, 
please check with your service provider for further details and availability.  

 
For sub -sequence login, the login dialog will be displayed.  

 

 
 

 



 

 Ahsay Online Backup Manager 
Userôs Guide 

 

Ahsay Systems Corporation Limited 38 
 

 

 

Menu Item  Description  

Login Name  Input box for entering backup user account  login 

name.  
 

Password  Input box for entering backup user account 
password.  
 

Save password  
 

Checkbox to enable or disable password saving.  

Forgot your password?  Click to request for lost password.  
 

Options  Click to access advance option such as 
[Langua ge], [Backup Server] and [Proxy Setting].  

 

Language  Drop down menu for selecting language to start 

the backup application.  
 

Backup Server  Input box for entering hostname or IP address of 
the backup server.  

 

http / https  Drop down menu for selecting prot ocol when 
connecting to the backup server.  

 

Proxy Setting  Input area for entering proxy setting such as 

address, port, proxy username and password.  
 

*The availability of options  listed above may be service provider dependent. If a feature is not availabl e, 
please check with your service provider for further details and availability.  

 
Press the [Option] button to access the [Language], [Backup Server] and 

[Proxy setting] settings.  
 

Configure the backup server information by entering the server hostname (e. g. 
backup.server.com) or IP address (e.g. 192.168.1.1) of the backup server in 
the [Backup Server] field . 

 
For backup server that accepts connection on custom port only, append the 

hostname or IP address in the [Backup Server] field, by adding a semi -colon  (:) 
and the custom port number at the end.  
 

Example:  
backup.server.com :8080  /  192.168.1.1 :8443  

 
For security concerns, you can configure the backup client application to 
communicate with the backup server in SSL protocol (Secure Socket Layer), 

select [ht tps] from the dropdown menu at the [Backup Server] section.  
 

Enter your login credentials in the [Login Name] and [Password] fields.  
 



 

 Ahsay Online Backup Manager 
Userôs Guide 

 

Ahsay Systems Corporation Limited 39 
 

 

If you do not remember your password, p ress the [Forgot your password?]  
button to retrieve a forgotten password email.  

 
Please do not attempt to login with an incorrect password, as a backup user 

account will be locked after 3 bad password attempts. Backup job cannot be 
run for backup user account with status as locked.  

 
Please contact your service provider to unlock your account if it is locked.  

 

Configure which language to start the backup application in by select the 
language of your choice under the [Language] drop down menu. For the list of 

supported languages, please refer to Appendix A.  
 
To enable [Proxy setting], se lect the [Use proxy to access the backup server] 

checkbox button, and enter the corresponding proxy information. For [Sock]  
proxy, both v4 and v5 without user authentication are supported.  

 
Press [OK] to login when all configurations are entered.  

 

For init ial login of existing backup user on new computer, you will be prompted 
for the encrypting key of all existing backup set.  

 

 
 

 

Menu Item  Description  

Enter Correct Encrypting Key  Input box for entering encrypting key of existing 
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backup set.  

 

OK Click to confirm on encrypting key.  

 

Cancel  

 

Click to proceed without using encrypting key.  

 

Enter the correct encrypting key and click [OK] to proceed.  
 
Alternatively, if the encrypting key is lost, press [Cancel] to proceed without 

encryption (e.g. for all backup job performed afterward).  
 

This would allow data backed up in the future to be restore -able (as they are 
no longer encrypted ), but existing data that are already encrypted by the lost 
encrypting key would not be restore -able.  

  

 
 
 

 
In case of encryptin g key lost, it is strongly  recommended that a new backup 
set be created , to ensure  that data backed up in the future is encrypted and 

restore -able.  
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5.3 AhsayOBM main window 

The main window  will be displayed after a successful login . 

 

 
 

 
 

Icon  Menu Item  Description  

 

Backup  Click to perform backup for an 

existing backup set.  
 
 

 

Restore  Click to access the restore menu, 
for restoring backed up d ata.  

 
 

 

Save Setting  Click to save settings.  
 

 

 

Quit  Click to exit out of the backup 

application.  
 

 

User Profile  Click to access the user profile 
menu.  
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Backup S etting  Click to access the backup s etting  

menu.  
 

 

Decrypt Local Copy Wizard  Click t o access the decrypt local 
copy wizard . 
 

 

Decrypt File Wizard  Click to access the decrypt file 
wizard . 

 

 

About Ahsay A -Click Backup  Click to access the About Ahsay A -

Click Backup dialog.  
 

 Language  Drop down menu for selecting 
language to be displayed . 

 

 Backup Log  Click to view previous backup log.  

 
 

 Restore Log  Click to view previous restore log.  
 
 

*The availability of features listed above may be service provider dependent. If a feature is not available, 
please check with your service provider f or further details and availability.  

 

 Click on the [Backup] button to perform a backup for an existing backup 

set.  

 

 Click on the [Restore] button  to restore backed up data from the backup 

server to the client machine.  
 

Other options will be discussed in the following chapters.  
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5.4 User Profile 

 To access the user profile dialog, click on the [User Profile] button at the 

applicationôs main window. 

 

 
 
 

Menu Item  Description  

Display Name  Input box for entering alias  of the backup user account.  
 

Change  Click to access the change password dialog.  
 

Save password  
 

Checkbox to enable or disable password saving.  
 

Add  Click to add contact  information . 
 

Remove  Click to remove contact information.  
 

Properties  Click to edit existing contact information.  
 

Name  Input box for entering contact name of the backup user 
account.  

 

Email  Input box for entering contact email address of the 

backup use r account.  
 

Time Zone  
 

Dropdown menu for time zone setting.  

*The availability of features listed above may be service provider dependent. If a feature is not available, 
please check with your service provider for further details and availability.  
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You can change the backup user accountôs password, by pressing the [Change] 
button. A change password dialog will be displayed afterward . 

 

 
 
 
Enter your [Old Password] (e.g. existing password) and [New Password] into 

the corresponding textbox and press [OK].  
 

To add new contact information for the backup user account, select [Add] to 
open the [Add new contact] dialog.  
 

 
 

 
Enter the corresponding information such as [Name] and [Email] in the 
corresponding field, and press [OK].  

 
To update existing contact of the backup us er account, select the 

corresponding contact from the [Contact] drop down menu, and select 
[Properties].  

 

 
 
 
To delete existing conta ct of the backup user account, select the corresponding 

contact from the [Contact] drop down menu, and select [Remove].  
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To change the backup user accountôs time zone setting, select the 

corresponding time zone from the [Time Zone] drop down menu.  
 

 
 

5.5 About Ahsay Online Backup Manager 

 Click on the [ About Ahsay Online  Backup  Manager] button  to view 
information of your backup applicati on, such as the application version, and 

backup service providerôs information like company name, website, email 
address and server hostname or IP address . 
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5.6 Backup Log 

All backup activities are logged to a corresponding log files. To review them, 

click on  the [Backup Log] button.  

 
 

 
 

Menu Item  Description  

Backup Set  Drop down menu for selecting which backup set.  

 

Log Drop down menu fo r selecting which log to review (in 

YYYY/MM/DD hh:mm:ss format).  
 

Show  
 

Drop down menu to filter display of only Information, 
Warning, Error, or all log entries.  
 

Logs per page  Drop down menu for selecting the number of log entries to 
display per page.  

 

Page 

 

Drop down menu to switch the page number.  

 

*The availability of features listed above may be service provider dependent. If a feature is not available, 
please check with your service provider for further details and availability.  
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5.7 Restore Log 

Simil ar to backup, all restore activities are also logged to a corresponding log 

files. To review them, click on the [Restore Log] button.  
 

 
 

 
 

Menu Item  Description  

Backup Set  Drop down menu for selecting which backup set.  

 

Log Drop down menu for selecting which log to review (in 

YYYY/MM/DD hh:mm:ss format).  
 

Show  
 

Drop down menu to filter display of only Information, 
Warning, Error, or all log entries.  

 

Logs per page  Drop down menu for selecting the number of log entries to 

display per page.  
 

Page 

 

Drop down menu to switch the page number.  

 
*The availability of features listed above may be service provider dependent. If a feature is n ot available, 
please check with your service provider for further details and availability.  
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6 Configure backup sets 

This chapter  describes how to configure a backup set.  
 
A backup set defines the configuration of a backup routine, such as backup 

schedule, b ackup source and encryption setting as well as other options.  
 

6.1 Backup Setting 

Click on the [Backup Setting] button  to:  

 

·  Create new  backup set ï  

Select the  button to add a new backup set.  

·  Delete existing backup set ï  

Select a backup set from the dr op down menu, and the  button 

to remove corresponding backup set.  

· Modify existing backup set  ï  

Select a backup set from the drop down menu, and other options 
from the left panel to modify the backup set.  
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Icon  Menu Item  Description  

 

General  Click to access the general backup 

set menu.  
 

 

Backup Source  Click to access the backup source 
selection menu.  
 

 

Backup Schedule  Click to access the backup schedule 
setting menu.  

 

 

Encryption  Click to access the encryption 

setting menu.  
 

 

Continuous Data Protection  Click to access the continuous data 
protection menu.  

 

 

In -File Delta  Click to access the In - file delta 

menu.  
 

 

Reten tion Policy  Click to access the retention policy 
menu . 
 

 

Backup Filter  Click to access the backup filter 
menu . 
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Command Line Tool  Click to access the pre post 

command line tool menu.  
 

 

Extra Backup  Click to access the extra backup 
setting menu.  
 

 

Local Copy  Click to access the local copy 
backup menu . 

 

 

Options  Click to access the option menu . 

 
 

*The availability of features listed above may be service provider dependent. If a feature is not available, 
please check with your service provider for further details and availability.  

 

6.1.1 New Backup Set Wizard 

Select the  button to start the New Backup Set Wizard.   

 

 
 
 
Select the corre sponding backup type, in this case, a file backup set.  

 
A backup set can be one of the following types:  

 

Backup Type  Description  

File  Backup set type for backup of normal files . 
 

 

Lotus Domino Server  Backup set type for backup of Lotus Domino  
server . 
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Lotus Notes Client  Backup set type for backup of Lotus Notes  client .  

 
 

MS Exchange Server  Backup set type for backup of  Microsoft 
Exchange server . 
 

MS Exchange Mail Level  Backup set type for backup of  individual emails  
(brick level backup) . 

 

MS SQL Serve r Backup set type for backup of Microsoft SQL 

server . 
 

MySQL Server  Backup set type for backup of backup MySQL 
server.  

 

Oracle Database Server  Backup set type for backup of  Oracle database 

server  
 

System State  Backup set type for backup of  Microsoft 
Windowôs System State. 
 

ShadowProtect System  Backup set type for Bare -Metal backup of your 
system using  StorageCraftôs ShadowProtect.  

 

Windows System  Backup set type for Bare -Metal backup of your 

system using  Microsoftôs WBAdmin. 
 

MS VM  Backup set type fo r backup of Virtual Machine on 
Microsoft Hyper -V server.  
 

VMware VM  Backup set type for backup of Virtual Machine on 
VMware server (VM Server, ESX, ESXi  ... etc ).  

 

*The availability of backup type  listed above may be service provider dependent. If a back up type  is not 
available, please check with your service provider for further details and availability.  

For exact application support list, please contact your service provider for further details . 

 
Note:  
Backup set type is defi ned at the backup set creat ion time, and cannot be 

modified  afterward . 
 

Next few steps of a new backup set creation  process , including Backup Source, 
Backup Schedule and Encryption setting configuration are discussed in the 
following sections of the guide.  
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6.1.2 General 

Click on the [Ge neral] tab to modify the  [Backup Set Name] or  [ User 
Authentication for Windows ] setting.  

 
For backup set with backup schedule and network shared drive  selected as 

backup source , the [ User Authentication for Windows ] is a mandatory field  
that must be filled  in.  

 
Please  specify a Windows domain account for the backup client application with 
sufficient permission to access the network location . 

 

 
 

 
 

Menu Items  Description  

Domain  Input box for entering domain of the Windows domain 
account.  

 

User Name  Input box for entering username of the Windows domain 

account.  
 

Password  Input box for entering password of the Windows domain 
account.  
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*The availability of features listed above may be service provider dependent. If a feature is not available, 
please check with your service provider for further details and availability.  
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6.1.3 Backup Source 

Click on the [Backup Source] tab  to configure backu p source of a 
backup set.  

 
A Backup Source defines the files and directories to be included for backup.  

 
There are two types of backup source: Selected and Deselected.  

 
Í Selected backup source defines files and directories that are to be 

included in a ba ckup set.  

 
Í Deselected backup source defines files and directories that are to be 

excluded from a backup set.  
 
On the basic backup source selection dialog, you can select directories that are 

commonly selected as backup source for backup:  
 

Í Desktop folder  
Í My Documents folder  
Í Favorites folder  

Í Outlook and Outlook Express folder  
 

 
 
 
Click on [Advanced] button to access the advanced backup source dialog to 

select other directories for backup.  
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The checkbox beside a root drives, directory or file can be in one of the 

fol lowing mode:  
 

Mode  Description  

 
All directories and files under this directory will be backed up.  

 

 

All directories and files under this directory except those explicitly 

excluded will be backed up.  
 
Directories and files selected to this directory in the future will be 

backed u p as well.  
 

 

Only the checked directories and files under this directory will be 
backed up.  

 
Directories and files selected to this direc tory in the future will not 
be backed up.  

 

 
No directory or file under this directory will be backed up.  

 

 

Note:  
For installation on Win dows platforms, hidden directories and files will be 

displayed only if the [Hide protected operating files] setting of Windows 
Explorer is disabled.  
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By selecting a parent directory as backup source, all child directories and files 
including any hidden dir ectories or files would be backup as well.  

 
To avoid backing up hidden directories such as the Recycle Bin folder, please 

select the corresponding directories or files required as backup source directly, 
instead of selecting the parent directory or root d rive letter.  

 

6.1.4 Backup Schedule 

Click on the [Backup Schedule] tab of the backup setting menu to 
configure backup schedule of a backup set.  

 
A Backup Schedule defines the time, time period allowed, and frequency that 

backup job for an existing backup set sh ould be run automatically.  
 

 
 

 
 

Menu Items  Description  

Run scheduled backup on this computer  Checkbox to enable or disable the 

correspo nding backup set to run 
on this computer.  

 

Add  Click to add a new backup 
schedule.  

 

Remove  Click to remove an existing 

backup schedule.  
 

Properties  Click to modify an existing backup 
schedule.  

 










































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































